Invitation to Quote (ITQ) - Shopping For Goods

                                                      Date: 30.03.2018
Project Title:
Conditional Cash Transfers (CCT) Project




Source of Funding: World Bank Loan No. 7735-MK 

Contract Ref:  MK/CCT # 2.1.64
Dear Supplier,

1.
You are invited to submit your price quotation(s) for the supply of the following items:


(i)  security appliances for central location (Ministry of Labour and Social Policy-MLSP) and branch offices (Centers for Social Work -SWCs)

Information on technical specification and required quantities are attached.

2.
You must quote for all the items combined under this Invitation.  Price quotations will be evaluated for all the items together and contract will be awarded to the firm offering the lowest evaluated total cost of all the items together. 
3.
Your price quotation in the form attached may be submitted by at the following address:

Ministry of Labor and Social Policy

Dame Gruev 14, 1000 Skopje, Republic of Macedonia

Attn. Elizabeta Kunovska, CCT Project Manager

The envelope shall also bear following statements CCT Project , ref.no. MK/CCT # 2.1.64 ”DO NOT OPEN BEFORE “  НЕ ОТВАРАЈ ДО“ 13.04.2018
4.  
The deadline for receipt of your quotation (s) by the Purchaser at the addressed indicated in this  paragraph: 13.04.2018
5.
Your quotation in Macedonian or in English language, should be accompanied by adequate technical documentation and catalogue(s) and other printed material or pertinent information for each item quoted, including names and addresses of firms providing service facilities in the Republic of Macedonia.

6.
Your quotation(s) should be submitted as per the following instructions and in accordance with the attached Contract. The attached Terms and Conditions of Supply is an integral part of the Contract.

(i) PRICES: The prices should be quoted in Macedonian Denar (MKD) for the Total Cost at final destination MLSP’s and SWCs offices, as given in Annex 1 to this ITQ, which includes all taxes, VAT, customs, duties, inland transportation and insurance, loading and unloading.

(ii) EVALUATION OF QUOTATIONS: Offers determined to be substantially responsive to the technical specifications will be evaluated by comparison of the total price at final destination as per para. i above.

In evaluating the quotations, the Purchaser will determine for each quotation the evaluated price by adjusting the price quotation by making any correction for any arithmetical errors as follows:


(a) where there is a discrepancy between amounts in figures and in words, the amount in words will govern;


(b) where is a discrepancy between the unit rate and the line item total resulting from multiplying the unit rate by the quantity, the unit rate as quoted will govern;


(c) if a Supplier refuses to accept the correction, his quotation will be rejected. 

(iii) AWARD OF PURCHASE ORDER/Contract: The award will be made to the bidder offering the lowest substantially evaluated responsive quotation and that meets the required technical and financial capabilities. The successful bidder will sign a Contract as per attached form of contract and terms and conditions of supply. 

(iv) VALIDITY OF THE OFFER: Your quotation(s) should be valid for a period of forty five (45) days from the deadline for receipt of quotation(s) indicated in Paragraph 4 of this Invitation to Quote.

7.
Further information can be obtained from:

Sanja Andovska, CCT Procurement Manager

Ministry of Labor and Social Policy

Koco Racin 14/9, 1000 Skopje, Republic of Macedonia

Tel: ++ 389 (0)2 3296-807 

E-mail: sanja.andovska@mtsp.gov.mk
8.
Inspections and Audits

8.1
The Supplier shall carry out all instructions of the Purchaser which comply with the applicable laws where the destination is located.

8.2
 The Supplier shall permit, and shall cause its Subcontractors and consultants to permit, the Bank and/or persons appointed by the Bank to inspect the Supplier’s offices and all accounts and records relating to the performance of the Contract and the submission of the bid, and to have such accounts and records audited by auditors appointed by the Bank if requested by the Bank. The Supplier’s and its Subcontractors and consultants’ attention is drawn to Clause 5 Fraud and Corruption of the Form of Contract, which provides, inter alia, that acts intended to materially impede the exercise of the Bank’s inspection and audit rights constitute a prohibited practice subject to contract termination (as well as to a determination of ineligibility pursuant to the Bank’s prevailing sanctions procedures).

9.
Please confirm by fax/e-mail the receipt of this invitation and whether or not you will submit the price quotation(s).










Sincerely,

                                                                          Jasmina Jovanovska
                                                                          CCT Project Director
FORM OF CONTRACT

THIS AGREEMENT number MK/CCT # 2.1.64 made on _________, ___ 2018, between Ministry of Labor and Social Policy of the Republic of Macedonia (hereinafter called “the Purchaser”) on the one part and __________________________________  (hereinafter called “the Supplier”) on the other part.

WHEREAS the Purchaser has invited quotation for Procurement of security appliances to be supplied by Supplier, viz. Contract for Procurement of security appliances, (hereinafter called “Contract”) and has accepted the Quotation by the Supplier for the supply of goods under Contract at the sum of __________ (___________________________) hereinafter called “the Contract Price”.
NOW THIS AGREEMENT witnessethes as follows: 

1. The following documents shall be deemed to form and be read and construed as part of this agreement, viz:

a) Form of Quotation; Term and Conditions of Supply, Technical Specification;

b) Addendum (if applicable); 

2. Taking into account payments to be made by the Purchaser to the Supplier as hereinafter mentioned, the Supplier hereby concludes an Agreement with the Purchaser to execute and complete the supply of Contract and remedy any defects therein in conformity with the provisions of Contract.

3. The Purchaser hereby covenants to pay in consideration of the goods supply and acceptance of Contract and remedying of defects therein, the Contract Price in accordance with Payment Conditions prescribed by Contract.

4.  Termination
4.1 Termination for Default

(a) The Purchaser, without prejudice to any other remedy for breach of Contract, by written notice of default sent to the Supplier, may terminate the Contract in whole or in part:

(i) if the Supplier fails to deliver any or all of the Goods within the period specified in the Contract, or within any extension thereof granted. 
(ii) if the Supplier fails to perform any other obligation under the Contract; or

(iii) if the Supplier, in the judgment of the Purchaser has engaged in fraud and corruption, as defined in Clause 5 below, in competing for or in executing the Contract.

(b)
 In the event the Purchaser terminates the Contract in whole or in part, the Purchaser may procure, upon such terms and in such manner as it deems appropriate, Goods or Related Services similar to those undelivered or not performed and the Supplier shall be liable to the Purchaser for any additional costs for such similar Goods or Related Services. However, the Supplier shall continue performance of the Contract to the extent not terminated.

4.2
Termination for Insolvency. 

(a) The Purchaser may at any time terminate the Contract by giving notice to the Supplier if the Supplier becomes bankrupt or otherwise insolvent. In such event, termination will be without compensation to the Supplier, provided that such termination will not prejudice or affect any right of action or remedy that has accrued or will accrue thereafter to the Purchaser.
4.3
Termination for Convenience.

(a) The Purchaser, by notice sent to the Supplier, may terminate the Contract, in whole or in part, at any time for its convenience. The notice of termination shall specify that termination is for the Purchaser’s convenience, the extent to which performance of the Supplier under the Contract is terminated, and the date upon which such termination becomes effective.

(b) The Goods that are complete and ready for shipment within twenty-eight (28) days after the Supplier’s receipt of notice of termination shall be accepted by the Purchaser at the Contract terms and prices. For the remaining Goods, the Purchaser may elect: 

(i) to have any portion completed and delivered at the Contract terms and prices; and/or

(ii) to cancel the remainder and pay to the Supplier an agreed amount for partially completed Goods and Related Services and for materials and parts previously procured by the Supplier
Fraud and Corruption

5. If the Purchaser determines that the Supplier and/or any of its personnel, or its agents, or its Subcontractors, consultants, service providers, suppliers and/or their employees has engaged in corrupt, fraudulent, collusive, coercive or obstructive practices (as defined in the prevailing Bank’s sanctions procedures), in competing for or in executing the Contract, then the Purchaser may, after giving 14 days notice to the Supplier, terminate the Supplier's employment under the Contract and cancel the contract, and the provisions of Clause 4 shall apply as if such expulsion had been made under Sub-Clause 4.1.
6. Inspections and Audits

6.1 The Supplier shall carry out all instructions of the Purchaser which comply with the applicable laws where the destination is located

The Supplier shall permit, and shall cause its Subcontractors and consultants to permit, the Bank and/or persons appointed by the Bank to inspect the Supplier’s offices and all accounts and records relating to the performance of the Contract and the submission of the bid, and to have such accounts and records audited by auditors appointed by the Bank if requested by the Bank. The Supplier’s and its Subcontractors and consultants’ attention is drawn to Clause 5 Fraud and Corruption, which provides, inter alia, that acts intended to materially impede the exercise of the Bank’s inspection and audit rights constitute a prohibited practice subject to contract termination (as well as to a determination of ineligibility pursuant to the Bank’s prevailing sanctions procedures).
	Signature and seal of the Suppler:

FOR AND ON BEHALF OF

_______________________

Name of Authorized Representative
	Signature and seal of the Purchaser:
FOR AND ON BEHALF OF

____________________________

Name of Authorized Representative


FORM OF QUOTATION










_________(Date)

To: Ministry of Labor and Social Policy of the Republic of Macedonia 

      Dame Gruev 14, 1000 Skopje, Republic of Macedonia

We offer to execute the___________________________________________(Purchaser to fill name and number of Contract) in accordance with the Conditions of Contract accompanying this Quotation for the Contract Price of _________________________(amount in words and numbers) (______________) (name of currency)_____________. We propose to complete the delivery of Goods described in the Contract within a period of ___________________calendar days from the Date of Signing of the Contract. 

This Quotation and your written acceptance will constitute a binding Contract between us. We understand that you are not bound to accept the lowest or any Quotation you receive.

We hereby confirm that this Quotation complies with the Validity of the Quotation required by the proposal documents.

Authorized Signature:______________________________________

Name and Title of Signatory_________________________________




         _________________________________

Name of Supplier:_______________________________________

Address:
         _______________________________________



         _______________________________________

Phone Number         ___________________

Fax Number, if any ___________________

Terms and Conditions of Supply

Project Name:  Conditional Cash Transfers (CCT) Project 

Purchaser: Ministry of Labor and Social Policy of the Republic of Macedonia   

Consignee: Ministry of Labor and Social Policy of the Republic of Macedonia   

Package No.  MK/CCT # 2.1.64
1. Prices and Schedules for Supply

	Item No
	Description of Goods
	Quantity
	Unit Price

(includes all taxes, VAT, customs, duties, inland transportation and insurance)
	Total Price at final destination (includes all taxes, VAT, customs, duties, inland transportation and insurance)
	Delivery and instalation date

	1
	Security appliance for central location
	2
	
	
	

	2
	Security appliance for branch offices
	38
	
	
	

	3
	Centralized security management
	1
	
	
	

	TOTAL including VAT
	
	



{Note: In case of discrepancy between unit price and total derived from unit price, the unit price shall prevail}

2. Fixed Price: The prices indicated above are firm and fixed and not subject to any adjustment during contract performance.

3. The Purchaser reserves the right at the time of contract finalization to increase or decrease by up to 15% the quantity of goods and services originally specified without any change in unit prices as well as other terms and conditions.

4. Delivery and installation schedule: The delivery and instalation should be completed as per above schedule but not exceeding 45 calendar days from contract signature.

5. Applicable Law: The Contract shall be interpreted in accordance with the laws of the Purchaser's country.

6. Resolution of Disputes: The Purchaser and the Supplier shall make every effort to resolve amicably by direct informal negotiation any disagreement or dispute between them under or in connection with the Contract. In the case of a dispute between the Purchaser and the Supplier, the dispute shall be settled in accordance with the country procedures.

7. Payment for your invoice will be made as follows: 100% of the contract price paid within forty five (45) days after the date of the Acceptance Certificate for the respective delivery issued by the Purchaser 
8. Packaging and Marking Instructions: The Supplier shall provide standard packing of the Goods as required to prevent their damage or deterioration during transit to their final destination, as indicated in the Contract.
9. Defects: All defects will be corrected by the Supplier without any cost to the Purchaser within 30 day from the date of notice by Purchaser. 

10. Force-Majeure: The supplier shall not be liable for penalties or termination for default if and to the extent that its delay in performance or other failure to perform its obligations under the Contract is the result of an event of Force-Majeure.

For purposes of this clause, “Force-Majeure” means an events beyond the control of the Supplier and not involving the Supplier’s fault or negligence and not foreseeable. Such events may include, but not restricted to, act of Purchaser in its sovereign capacity, wars or revolutions, fires, floods, epidemics, quarantine restrictions, and freight embargoes.

If a Force-Majeure situation arises, the Supplier shall promptly notify the purchaser in writing of such condition and the cause thereof. Unless otherwise directed by the Purchaser in writing, the Supplier shall continue to perform its obligations under the Contract as far as is reasonably practical, and shall seek all reasonable alternative means for performance not prevented by Force-Majeure event. 

11. Required Technical Specifications


(i) 
General Description


(ii)
Specific details and technical standards


(iii)
Performance Parameters


Supplier confirms compliance with above specifications {In case of deviations supplier to list all such deviations}.

NAME OF SUPPLIER___________________________________________



Authorized Signature________________________________________


Place:


Date:

Technical Specification

for security appliances (Unified Threat Managements)

	Type-I: Security Apliance for Central Location

Quantity: 
2 x pcs

	Minimal requirements
	Offered

	•
Type and number of Interfaces: 

· Min. 8 x 10/100/1000 RJ45 interfaces, 1 x console port and min 2 x USB ports;

•
System performance:

· Concurrent sessions: min. 3.000.000

· New sessions per second: min. 60.000

· Firewall throughput: min. 5.000 Mbps

· Anti-Virus throughput: min. 2.000 Mbps

· IPS throughput: min. 2.500 Mbps
· IPSec VPN throughput: min. 1.000 Mbps

· Number of IPSec tunnel: min. 4.000

· SSL VPN throughput: min. 400 Mbps 

· Encryption: min 3DES, DES, AES

· Appliance should provide support for minimum 250 users simultaneously with all services active

•
Hardware capacity:

Integrated storage capacity of min. 250GB in order to provide enough space for logging and reporting in longer period of time
· RAM memory: min. 2GB

· Flash memory: min. 4GB

· Multicore Parallel Processing Architecture with support for minimum two firmware on the same appliance simultaneously in order to provide easy backup and restore on configuration.

•
Subscription (Licencing):

Unlimited number of users, includig firewall, antivirus, anti-spam, anti-spyware, web and application filtering, intrusion prevention system (IPS) with minimum 8x5 support and 3 year active subscription

•
Stateful Firewal:

User identity filtering, Access Control criteria based on user identity, source and destinationzone, MAC and IP address and type of service

•
Anti-Virus and Anti-Spam protection module:

Ability for scanning of SMTP, POP3, IMAP, FTP, HTTP and HTTPS trafic, placing of suspicious messages into quarantine for each individual user and allowing user/administrator notification.  Proposed solution should allow different Anti-Virus and Anti-Spam policies based on mail addressing, address groups and type of extension. 

Ability to scan SMTP, POP3, IMAP by providing bandwidth control through blocking of attachments on gateway level without downloading suspicious content. 

Individual scanning on User identity, personal access to quarantine, subject line tagging, zero hour virus protecton, Real-time Blacklist (RBL), scaning of messages, allow or reject on login.

•
Intrussion Prevention System:

IPS module should be signature base and protocol anomalies, with ability for session control on allow-permit bases. Should provide minimum 4.000 signatures and possibility for custom made signatures, DoS and DDoS attack prevention. The proposed solution must support creation of multiple IPS policies for different zones instead of a single blanket policy at interface level.

•
Web filtering:

Based on incorporated and predefined categories (minimum 80), ability to create new categories, blocking of malware, phishing, pharming URL’s, blocking of JAVA Applets, cookies, Active X, Data leakage control by blocking HTTP and HTTPS upload, YouTube education filter. The proposed solution should support ICAP.

•
Application filtering:

Base on incorporated and predefined list of applications (minimum 2.000), Skype blocking, keyloggers, visibility based on user-identity, identification of hidden applications running through standard ports (80, 443, 22)

•
To be able for easy upgrade with Web Application Firewall within the same hardware appliance via license for protection of Cross-site Scripting (XSS) and SQL injection.

· Authentication:

The proposed solution should allow Guest User authentication via SMS, Automatic transparent Single Sign On for user authentication where SSO must be proxy independent and should support all applications for authentication.

•
Quality of Service:

Ability for traffic management based on user and application, type of traffic, policies or restrictions. The proposed solution should provide real time data transfer/bandwidth utilization details regarding individual user/ip/application.

•
Interconectivity functonalities:

Automatic link failover, multilink load balancing, policy based routing, proxy support, dynamic routing: RIP v1 и v2, OSPF, BGP, Multicast forwarding, Parent Proxy with FQDN

•
Networking:

VPN connectivity based on IPSec, L2TP, PPTP and SSL with automatic connection redundancy,  bandwidth control for particular users.

The proposed solution must be able to be deployed in Route (Layer 3) and Transparent mode (Layer 2).

•
Managemet through (HTTP/HTTPS) and CLI/Telnet / SSH with multiple admin and user rights.

•
Logging and Reporting:

Integrated web-based tool for real-time and historical monitoring (granular and user-based, per application and internate trafic, network trafic, web content, virus, spam, attacks etc) allowing reports based on user-identity and Active Directory integration. Must have capacity of minimum 250GB for on-appliance storing and reporting for forensic analyzes of network attacks and anomalies, authentication to comply with Internet Privacy laws and built in reports based on HIPAA, GLBA, SOX, PCI, FISMA standards.

•
Ability to establish 3G/4G connection via USB for automatic link failover and traffic balancing.  

•
Support for high-availability modes like Active-Active and Active-Passive with state synchronization and alarming.

•
Compatibility:
Software license should be compatible with proposed hardware appliance.

•
Appliance should be 19” rack mount with maximum 1U space.

•
Included minimum 3 year warranty on both hardware and software through purchase of subscription.

•
Included installation and configuration of equipment.


	


	Type-II:
Security appliances for branch offices

Quantity: 
38 x pcs

	Minimal Specification
	Offered

	· Type and number of Interfaces: 

· 4 x 10/100/1000 RJ45 interfaces, 1 x console port and 2 x USB ports;

· System performance:

· Concurrent sessions: min. 500.000

· New sessions per second: min. 6.000

· Firewall throughput: min. 1.200 Mbps

· Anti-Virus throughput: min. 350 Mbps

· IPS throughput: min. 240 Mbps

· IPSec VPN throughput: min. 200 Mbps

· Number of IPSec tunnel: min. 500

· SSL VPN throughput: min. 70 Mbps 

· Encryption: 3DES, DES, AES, Twofish, Blowfish, Serpent 

· Appliance should provide support for minimum 35 users simultaneously with all services active

· Hardware capacity:

· Integrated storage capacity of min 250GB in order to provide enough space for logging and reporting in longer period of time

· RAM memory: min. 2GB

· Flash memory: min. 2GB

· Multicore Parallel Processing Architecture with support for minimum two firmware on the same appliance simultaneously in order to provide easy backup and restore on configuration.

· Subscription (Licencing):

Unlimited number of users, includig firewall, antivirus, anti-spam, anti-spyware, web and application filtering, intrusion prevention system (IPS) with minimum 8x5 support and 3 year active subscription

•
Stateful Firewal:

User identity filtering, Access Control criteria based on user identity, source and destinationzone, MAC and IP address and type of service

•
Anti-Virus and Anti-Spam protection module:

Ability for scanning of SMTP, POP3, IMAP, FTP, HTTP and HTTPS trafic, placing of suspicious messages into quarantine for each individual user and allowing user/administrator notification. Proposed solution should allow different Anti-Virus and Anti-Spam policies based on mail addressing, address groups and type of extension. 

Ability to scan SMTP, POP3, IMAP by providing bandwidth control through blocking of attachments on gateway level without downloading suspicious content. 

Individual scanning on User identity, personal access to quarantine, subject line tagging, zero hour virus protecton, Real-time Blacklist (RBL), scaning of messages, allow or reject on login.

•
Intrussion Prevention System:

IPS module should be signature base and protocol anomalies, with ability for session control on allow-permit bases. Should provide minimum 4.000 signatures and possibility for custom made signatures, DoS and DDoS attack prevention. The proposed solution must support creation of multiple IPS policies for different zones instead of a single blanket policy at interface level.

•
Web filtering:

Based on incorporated and predefined categories (minimum 80), ability to create new categories, blocking of malware, phishing, pharming URL’s, blocking of JAVA Applets, cookies, Active X, Data leakage control by blocking HTTP and HTTPS upload, YouTube education filter. The proposed solution should support ICAP.

•
Appliation filtering:

Base on incorporated and predefined list of applications (minimum 2.000), Skype blocking, keyloggers, visibility based on user-identity, identification of hidden applications running through standard ports (80, 443, 22)

•
To be able for easy upgrade with Web Application Firewall within the same hardware appliance via license for protection of Cross-site Scripting (XSS) and SQL injection.

· Authentication:

The proposed solution should allow Guest User authentication via SMS, Automatic transparent Single Sign On for user authentication where SSO must be proxy independent and should support all applications for authentication.

•
Quality of Service:

Ability for traffic management based on user and application, type of traffic, policies or restrictions. The proposed solution should provide real time data transfer/bandwidth utilization details regarding individual user/ip/application.

•
Interconectivity:

Automatic link failover, multilink load balancing, policy based routing, proxy support, dynamic routing: RIP v1 и v2, OSPF, BGP, Multicast forwarding, Parent Proxy with FQDN

•
Networking:

VPN connectivity based on IPSec, L2TP, PPTP and SSL with automatic connection redundancy, bandwidth control for particular users.

The proposed solution must be able to be deployed in Route (Layer 3) and Transparent mode (Layer 2).

•
Managemet through (HTTP/HTTPS) and CLI/Telnet / SSH with multiple admin and user rights.

•
Logging and Reporting:

Integrated web-based tool for real-time and historical monitoring (granular and user-based, per application and internate trafic, network trafic, web content, virus, spam, attacks etc) allowing reports based on user-identity and Active Directory integration. Must have capacity of minimum 250GB for on-appliance storing and reporting for forensic analyzes of network attacks and anomalies, authentication to comply with Internet Privacy laws and built in reports based on HIPAA, GLBA, SOX, PCI, FISMA standards.

•
Ability to establish 3G/4G connection via USB for automatic link failover and traffic balancing.

•
Support for high-availability modes like Active-Active and Active-Passive with state synchronization and alarming.

•
Compatibility:
Software license should be compatible with proposed hardware appliance.

•
Appliance should be rack mount with maximum 1U space.

•
Included minimum 3 year warranty on both hardware and software through purchase of subscription.

•
Included installation and configuration of equipment.


	


	Type-III:
Centralized security management
Quantity: 
1 x pcs

	Minimal requirements
	Offered

	Type and number of Interfaces:

· 4 x 10/100/1000 RJ45 interfaces and 2 x USB ports;
Performance

· min 40 appliances management

· Storage capacity: 2 x 1TB (RAID)

· RAM min 8GB

Management functionalities

· Centralized Management of appliances in the network with Automatic Discovery and provisioning
· Creating groups of appliances for easier management and advanced search and reporting

· Policy enforcement for all active services within the subscription: includig firewall, antivirus, anti-spam, anti-spyware, web and application filtering, intrusion prevention system (IPS)
· Configuration management through template based configuration with possibility for backup and restore per group/appliance
Monitoring and Alerting

· Monitoring and alerting for system performance

· Security status for all active services

· Connectivity in the network

Interface and dashboards
· Web 2.0 GUI
· Dashboards and graphs per group/appliance/user

· Centralized logs and events

· Security status per appliance

· Productivity per appliance/user
Included 3 year warranty

Included installation and configuration of equipment.


	


The supplier should :

· Train the MLSP IT personal for all configurations and management of the equipment.
· Configurate all current  network and security settings to the new equipment

NAME OF SUPPLIER:
______________________________________________

Authorized Signature:
________________________________
Annex 1
	Delivery institution for Type I and III (Central Location)

	no.
	Institution
	Address

	1
	Ministry of Labour and social politic
	Dame Gruev 14, Skopje


Delivery institutions for Type II (Branch offices)
	no.
	Institutution located in
	Address

	1
	Berovo
	Mladinski Kej 2-1

	2
	Bitola
	Karposh бб.

	3
	Debar
	Atanas Ilik no.45

	4
	Delchevo
	Orce Nikolov бб

	5
	Demir Hisar
	Marhal Tito бб

	6
	Gevgelija
	Marshal Tito бб

	7
	Gostivar
	Cede Filipovski 19

	8
	Kavadarci
	JNA  бр.11

	9
	Kichevo
	Sande Sterjoski no.13

	10
	Kochani
	Goce Delcev бб

	11
	Kratovo
	Goce Delcev бб

	12
	Kriva Palanka
	Nikola Tesla бб

	13
	Krushevo
	Niko Doaga no.66а

	14
	Kumanovo
	Todor Velkov no.4

	15
	Makedonski Brod
	Marshal Tito no.9

	16
	Negotino
	Goce Delcev no.17

	17
	Ohrid
	“7-Noemvri” no192

	18
	Prilep
	Stevan Apostolski бб

	19
	Probishtip
	Jordan Stojanov no.16

	20
	Radovish
	22. Oktomvri бб

	21
	Resen
	Leninova  бб

	22
	Shtip
	Partizanska no 31

	23
	Struga
	Dimitar Vlahov бб

	24
	Strumica
	Leninova no.84

	25
	Sveti Nikole
	Veljko Vlahovik no .38А

	26
	Tetovo
	Street 121 no.2

	27
	Valandovo
	Nikola Karev no.21

	28
	Veles
	Nada Butnikosareva no.3

	29
	Vinica
	Strasho Pindzur no.5-10

	30
	Skopje - Centar
	Treta Makedonska Brigada  no.10/a

	31
	Skopje - Karpos
	Bagdadska 26-b

	32
	Skopje - Kisela Voda
	Boris Trajkovski b.b.

	33
	Skopje - Butel
	Bosna I Hercegovina 15

	34
	Skopje - Cair
	Hristijan Todorovski Karpos 5

	35
	Skopje - Suto Orizari
	Indira Gandi b.b

	36
	Skopje - Gazi Baba
	Edvard Kardelj object no.3

	37
	Reserve in central Location
	Dame Gruev 14, Skopje

	38
	Reserve in central Location
	Dame Gruev 14, Skopje


